Phishing

**Phishing bedeutet so viel wie „Passwort fischen“**

Kriminelle verschicken gefälschte E-Mails oder andere Nachrichten mit der Aufforderung, dem darin enthaltenen Link zu folgen und sensible Daten einzugeben. Ziel ist es, an Kontodaten und Zugangspasswörter der Opfer zu gelangen.

**Schutz vor Phishing:**

1. Bei zugesandten E-Mails auch auf **Sprache und Grammatik** achten: Betrügerische Nachrichten sind oft in schlechtem Deutsch formuliert.
2. Wenn du per E-Mail einen Link von deiner (einer) Bank erhältst: **Nicht bestätigen**. Mail sofort **löschen**!
3. Wenn du per E-Mail Formulare bekommst und aufgefordert wirst, persönliche Anmeldeinformationen auszufüllen: **Nicht ausfüllen**!
4. Bei verdächtigen Abbuchungen: Sofort die **Bank verständigen**!